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We are very del ighted that  you have shown interest  in our enterprise.  Data 

protection is of a  part icularly high priori ty  for  the management  of  the 

Miekevermeire.be. The use of  the Internet pages of  the Miekevermeire.be is 

possible  without any indication of  personal  data;  however,  i f  a  data subject  

wants  to use special  enterprise services  via our website ,  processing of 

personal  data could become necessary. If  the processing of personal data is  

necessary and there is  no statutory bas is for  such processing,  we  generally 

obtain consent from the data subject .  

 

The processing of  personal data,  such as the name, address ,  e -mail  address,  

or  telephone number of  a data subject  shal l  always be in  l ine with the 

General  Data Protect ion Regulation (GDPR),  and in  accordance with the 

country-specific  data protect ion regula t ions applicable to the 

Miekevermeire.be.  By means of  this  data protect ion declaration,  our 

enterprise would l ike to inform the general  public of  the nature,  scope, and 

purpose of the personal  data we col le ct ,  use and process .  Furthermore,  data 

subjects are informed,  by means of  this  data protect ion declarat ion,  of  the 

r ights  to which they are ent i t led.  

 

As the controller ,  the Miekevermeire.be  has  implemented numerous 

technical  and organizat ional  measures to ensure the most  complete 

protection of  personal  data processed through this website .  However,  

Internet -based data transmissions may in principle have securi ty  gaps,  so 

absolute protect ion may not  be guaranteed.  For this reason,  every data 

subject  is  free to transfer personal data to  us  via alternative means,  e.g.  by 

telephone.  

 

1.  Definit ions  

The data protection declaration of the Miekevermeire.be  is  based on the 

terms used by the European legislator for  the adoption of  the General  Data 

Protect ion Regulation (GDPR). Our data protection declaration should be 

legible and understandable for  the general  public,  as  well  as  our customers  

and business  par tners .  To ensure this ,  we would l ike to  f i rs t  explain the 

terminology used.  

 

In  this data protection declaration,  we use,  inter al ia ,  the following terms:  



 

a)     Personal  data  

Personal  data means any informat ion relat ing to  an identi f ied or identi f iable 

natural  person (“data subject”).  An ident i fiable natural  person is one who 

can be ident if ied, direct ly  or  indirectly,  in  part icular by reference to  an 

identi f ier  such as a  name,  an identi f ication number,  locat ion data,  an online 

identi f ier  or  to  one or  more factors specif ic to  the physical ,  physiological ,  

genet ic,  mental ,  economic,  cultural  or  social  identi ty  of  that  natural  person.  

 

b) Data subject  

Data subject  is  any identi fied or ident if iable natural  person, whose personal 

data is  processed by the control ler responsible for  the processing.  

 

c)     Processing  

Processing is any operat ion or set  of  operat ions which is performed on 

personal  data or  on sets  of  personal  data,  whether  or  not by automated 

means,  such as  collect ion,  recording,  organisation, st ructuring,  s torage,  

adaptation or  al teration,  ret rieval ,  con sul tation,  use,  disclosure by 

t ransmission,  dissemination or  otherwise making available,  al ignment or 

combination,  rest r ict ion,  erasure or  destruction.  

 

d)     Restriction of  processing  

Restrict ion of  processing is  the marking of  s tored personal data with the 

aim of l imit ing their processing in the future.  

 

e)     Profil ing  

Profil ing means any form of automated processing of  personal  data 

consist ing of  the use of  personal  data to  evaluate certain personal aspects  

relating to a natural  person, in  particular to analyse or  predict  aspects 

concerning that  natural  person 's  perform ance at  work,  economic si tuat ion, 

health,  personal  preferences,  interests,  rel iabil i ty ,  behaviour,  locat ion or 

movements .  

 

f )      Pseudonymisation  

Pseudonymisat ion is the processing of personal data in such a manner that  

the personal  data can no longer be att r ibuted to  a specif ic data subject  

wi thout the use of addit ional informat ion,  provided that  such addit ional  

information is  kept  separately and i s  subject  to technical  and organisational 

measures to  ensure that  the personal  data are not at t ributed to  an ident if ied 

or  identi f iable natural  person.  

 

g)    Control ler or controller responsible for the processing  

Controller or  control ler responsible for  the processing is  the natural  or 

legal  person, publ ic authori ty ,  agency or other  body which,  alone or joint ly  

with others,  determines the purposes  and means of  the processing of  

personal  data;  where the purposes  and  means of  such processing are 

determined by Union or Member State law,  the controller  or the specif ic 



cri ter ia for i ts  nomination may be provided for  by Union or  Member State 

law. 

 

h)     Processor  

Processor is  a  natural  or  legal  person, public authority,  agency or  other  

body which processes  personal data on behalf of the control ler .  

i )       Recipient  

Recipient  is  a  natural  or  legal  person, public authori ty ,  agency or another  

body,  to  which the personal data are disclosed, whether  a  thi rd party or not.  

However,  public authori t ies which may receive personal data in the 

framework of  a particular inquiry i n accordance with Union or  Member 

State law shall  not  be regarded as  recipients ;  the processing of  those data 

by those publ ic authorit ies  shall  be in  compliance with the applicable data 

protection rules  according to  the purposes  of the pr ocessing.  

 

j )       Third party  

Third party is  a  natural  or  legal  person,  public authori ty ,  agency or  body 

other  than the data subject ,  control ler,  processor and persons who, under 

the direct  authority of  the controller  or  processor,  are authorised to process  

personal  data.  

 

k)     Consent  

Consent of  the data subject  is  any freely given,  specif ic ,  informed and 

unambiguous indication of the data subject 's  wishes by which he or  she,  by 

a statement  or  by a clear  aff i rmat ive action,  s ignifies agreement  to the 

processing of personal  data relating to  him or her .  

 

2.  Name and Address  of  the controller  

Controller for the purposes of the General  Data Protection Regulation 

(GDPR),  other  data protection laws applicable in Member states of the 

European Union and other  provisions related to  data protect ion is:  

 

Miekevermeire.be 

9960 Assened,  Belgium 

 

Email:  miekevermeire9@gmail .com 

 

Websi te:  https: / /miekevermeire.be/  

 

3.  Collection of  general data and information  

The website  of  the Miekevermeire.be  collects  a series  of general  data and 

information when a data subject  or automated system calls  up the website .  

This  general  data and informat ion are s tored in the server  log fi les .  

Col lected may be (1)  the browser types and versions used, (2)  the operatin g 

system used by the accessing system, (3) the websi te from which an 



accessing system reaches our websi te (so -called referrers) ,  (4)  the sub -

websi tes ,  (5) the date and t ime of  access to the Internet  s i te ,  (6)  an Internet 

protocol  address (IP address) ,  (7)  the Internet service provider  of  the 

accessing system, and (8) any ot her  s imilar  data and information that  may 

be used in  the event  of  at tacks on our informat ion technology systems.  

 

When using these general  data and information, the anna does not draw any 

conclusions about  the data subject .  Rather ,  this informat ion is need ed to (1) 

deliver the content  of  our websi te correct ly ,  (2) optimize the content  of  our 

websi te as wel l  as i ts  advert isement,  (3)  ensure the long -term viabi l i ty  of  

our information technology systems and websi te technology,  and (4)  

provide law enforcement  authori t ies  with the information necessary for  

cr iminal prosecution in case of a  cyber -at tack. Therefore,  the 

Miekevermeire.be analyses  anonymously collected data and informat ion 

s tat ist ically ,  wi th the aim of increasing the data protect ion and data security  

of  our enterprise,  and to  ensure an opt imal  level  of  protection for the 

personal  data we process .  The anonymous data of  the server  l og fi les are 

s tored separately from al l  personal data provided by a data subject .  

 

4.  Registration on our website  

The data subject  has the possibil i ty  to regis ter on the website  of  the 

control ler wi th the indication of  personal  data.  Which personal  data ar e 

t ransmit ted to the controller  is  determined by the respective input  mask 

used for the regist rat ion.  The personal  data entered by the data subject  are 

collected and stored exclusively for  internal use by the controller ,  and for  

his  own purposes.  The controller may request  t ransfer to  one or  more 

processors  (e.g.  a parcel  service)  that  also uses personal data for  an internal 

purpose which is  at tr ibutable to  the controller .  

 

By registering on the website  of  the control ler ,  the IP address —assigned by 

the Internet  service provider  (ISP) and used by the data subject —date,  and 

t ime of  the regist ration are also stored.  The s torage of this  data takes  place 

against  the background that  this  is  the only way to prevent  the misuse of  

our services ,  and,  i f  necessary, to  make i t  possible to  investigate committed 

offenses.  Insofar ,  the storage of  this data is  necessary to secure the 

control ler.  This data is  not passed on to thi rd part ies  unless  there is  a  

s tatutory obl igation to  pass  on the data,  or  i f  the t ransfer  serves  t he aim of 

cr iminal prosecution.  

 

The regis tration of  the data subject ,  wi th the voluntary indicat ion of  

personal  data,  i s  intended to enable the control ler to  offer  the data subject  

contents  or  services  that  may only be offered to  registered users  due to the 

nature of  the mat ter  in  questi on. Registered persons are free to  change the 

personal  data specified during the regis trat ion at  any t ime, or to have them 

completely deleted from the data stock of  the control ler.  

 

The data controller shal l ,  at  any t ime,  p rovide information upon request  to 



each data subject  as  to  what  personal  data are s tored about the data subject .  

In  addit ion,  the data controller  shal l  correct  or  erase personal  data at  the 

request  or  indication of  the data subject ,  insofar as there are no s tatutory 

s torage obligat ions.  The  enti rety of  the control ler’s  employees are avai lable 

to  the data subject  in  this  respect as contact  persons.  

 

5.  Subscription to our newsletters  

On the website  of  the Miekevermeire.be ,  users  are given the opportuni ty to 

subscribe to our enterprise 's  newsl et ter.  The input mask used for this  

purpose determines what personal data are t ransmitted,  as  wel l  as when the 

newsletter is  ordered from the control ler .  

 

The Miekevermeire.be  informs i ts  customers and business partners  regularly 

by means of  a newslet ter about  enterprise offers .  The enterprise's  newsletter  

may only be received by the data subject  i f  (1) the data subject  has  a valid  

e-mail  address and (2)  the data subject  regis t ers  for  the newslet ter  shipping. 

A confirmat ion e -mai l  wi ll  be sent  to  the e -mai l  address  regis tered by a data 

subject  for  the f i rst  t ime for  newslet ter  shipping,  for  legal  reasons,  in  the 

double opt -in procedure.  This  confi rmation e -mail  is  used to prove whether  

the owner of  the e -mail  address as the data subject  is  authorized to  rece ive 

the newsletter .  

 

During the regis tration for  the newsletter ,  we also store the IP address of 

the computer system assigned by the Internet service provider  (ISP) and 

used by the data subject  at  the t ime of the regist rat ion, as wel l  as the date 

and t ime of the regist ration. The collection of  this data is  necessary in  order  

to  understand the (possible) misuse of the e -mail  address of a  data subject  

at  a later  date,  and i t  therefore serves  the aim of the legal protect ion of the 

control ler.  

 

The personal  data col lected as part  of  a regis t ration for the newsletter  wil l  

only be used to  send our newsletter .  In  addit ion,  subscribers  to  the 

newsletter may be informed by e -mai l ,  as long as this  is  necessary for  the 

operat ion of  the newslet ter  servic e or  a regis t rat ion in  question, as this  

could be the case in  the event  of  modificat ions to  the newsletter  offer ,  or in  

the event  of  a change in technical  ci rcumstances.  There will  be no t ransfer 

of  personal data collected by the newsletter  service to third part ies .  The 

subscript ion to  our newsletter may be terminated by the data subject  at  any 

t ime. The consent to the storage of  personal  data,  which the data subject  has  

given for  shipping the newsletter ,  may be revoked at  any t ime.  For the 

purpose of revocation of consent ,  a  corresponding l ink is  found in each 

newsletter.  It  i s  also possible to unsubscribe from the newslet ter at  any t ime 

direct ly  on the websi te of the control ler ,  or  to communicate this  to  the 

control ler in  a different  way.  

 

6.  Newsletter-Tracking  

The newslet ter of the Miekevermeire.be  contains  so-called t racking pixels .  



A tracking pixel  is  a miniature graphic embedded in such e -mails,  which are 

sent  in  HTML format  to enable log fi le  recording and analysis .  This allows 

a statist ical  analysis of  the success  or  fai lure of  onl ine market ing 

campaigns.  Based on the embedded t ra cking pixel,  the Miekevermeire.be  

may see i f  and when an e -mai l  was opened by a data subject ,  and which 

l inks in  the e -mail  were called up by data subjects .  

 

Such personal  data collected in the t racking pixels contained in the 

newsletters  are stored and an alyzed by the controller  in order to optimize 

the shipping of the newsletter ,  as well  as to adapt the content of  future 

newsletters  even better  to the interests  of  the data subject .  These personal  

data will  not be passed on to thi rd parties .  Data subjects  are at  any t ime 

enti t led to  revoke the respective separate declaration of  consent  issued by 

means of  the double-opt- in  procedure.  After  a revocation, these personal  

data will  be deleted by the controller.  The Miekevermeire.be  automatically 

regards  a withdrawal  from the receipt  of the newsletter as  a revocat ion.  

 

7.  Contact possibil ity  via the website  

The website  of  the Miekevermeire.be  contains  information that  enables a 

quick electronic contact  to  our enterprise,  as wel l  as direct  communicat ion 

with us,  which also includes a general  address  of  the so -cal led electronic 

mail  (e-mail  address) .  If  a  data subject  contacts  the controller  by e-mail  or  

via a  contact  form, the personal data t ransmit ted by the data subject  are 

automatically stored.  Such personal data  t ransmitted on a voluntary basis by 

a data subject  to  the data control ler are s tored for the purpose of processing 

or  contacting the data subject .  There is  no transfer  of  this personal  data to  

thi rd part ies .  

 

8.  Comments function in the blog on the website  

The Miekevermeire.be  offers users the possibil i ty to  leave individual  

comments on individual blog contr ibutions on a blog,  which is  on the 

websi te of the controller .  A blog is  a web -based, publ icly -accessible portal ,  

through which one or  more people called bloggers or web -bloggers may post  

ar t icles  or  write  down thoughts  in so -cal led blogposts.  Blogposts may 

usually be commented by third parties .  

 

If  a  data subject  leaves a comment  on the blog publ ished on this website ,  

the comments  made by the data subject  are also stored and  published,  as  

wel l  as informat ion on the date of  the commentary and on the user 's  

(pseudonym) chosen by the data subject .  In  addi t ion, the IP address  

assigned by the Internet service provider  (ISP) to  the data subject  is  also 

logged.  This  storage of  the IP address takes  place for  securi ty  reasons,  and 

in  case the data subject  violates the rights of  thi rd parties,  or  posts  i l legal 

content  through a given comment .  The s torage of  these personal  data is ,  

therefore,  in  the own interest  of  the data controller ,  s o that  he can exculpate 

in  the event of an infr ingement.  This collected personal  data will  not  be 

passed to third part ies ,  unless  such a t ransfer is  required by law or serves  



the aim of the defense of the data control ler.  

 

9.  Routine erasure and blocking of  personal  data  

The data controller shal l  process  and s tore the personal  data of  the data 

subject  only for  the period necessary to  achieve the purpose of  storage, or 

as  far as this  is  granted by the European legislator  or  other  legis lators  in 

laws or regulations to  which the controller  is  subject  to.  

 

If  the s torage purpose is  not  appl icable,  or  i f  a  storage period prescribed by 

the European legislator or another  competent  legi slator expires ,  the 

personal  data are routinely blocked or  erased in  accordance with legal  

requirements .  

 

10. Rights of the data subject  

a)  Right of confi rmat ion  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

obtain from the controller  the confirmat ion as  to whether or not personal 

data concerning him or her  are being processed.  If  a  data subject  wishes to 

avail  himself of  this r ight  o f  confi rmation,  he or  she may,  at  any t ime,  

contact  any employee of  the control ler.  

 

b)  Right of  access  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

obtain from the controller  free information about his or  her  personal  data 

s tored at  any t ime and a copy of  this informat ion.  Furthermore,  the 

European directives  and regulat ions grant  the data subject  access  to  the 

following information:  

 

the purposes of the processing;  

the categories of personal  data concerned;  

the recipients  or  categories of  recipients to whom the personal  data have 

been or  wil l  be disclosed,  in part icular  recipients in  thi rd countr ies  or  

international  organisations;  

where possible,  the envisaged period for which the personal  data will  be 

s tored,  or,  i f  not  possible,  the cr i teria  used to  determine that  period;  

the existence of the r ight to  request  from the controller  recti f ication or 

erasure of personal data,  or res t rict ion of  processing of  personal data 

concerning the data subject ,  or  to object  to such processing;  

the existence of the r ight to  lodge a complaint  with a supervisory authority;  

where the personal data are not col lected from the data subject ,  any 

available information as to  their  source;  

the existence of automated decision -making, including profi l ing, referred to  

in  Article 22(1)  and (4)  of  the GDPR and,  at  least  in those cases ,  

meaningful  information about  the logic involved, as  well  as  the signif icance 

and envisaged consequences of  such processing for  the data subject .  

Furthermore, the data subject  shall  have a r ight  to obtain informat ion as to  

whether  personal  data are t ransferred to  a thi r d country or to an 



international  organisation.  Where this  is  the case,  the data subject  shall  

have the right  to be informed of  the appropriate safeguards relating to the 

t ransfer .  

 

If  a  data subject  wishes to avail  himself  of  this r ight  of  access ,  he or she 

may, at  any t ime,  contact  any employee of  the controller .  

 

c)  Right to recti fication  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

obtain from the controller  without  undue delay the rect i ficat ion of  

inaccurate personal data concerning him or her .  Taking into account  the 

purposes  of  the processing,  the data subject  shal l  have the r ight to  have 

incomplete personal data completed,  including by means of providing a 

supplementary s tatement .  

 

If  a  data subject  wishes to exercise this r ight to  recti f ication,  he or she 

may, at  any t ime,  contact  any employee of  the controller .  

 

d)  Right to erasure (Right to be forgotten)  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

obtain from the controller  the erasure of  personal  data concerning him or 

her  without undue delay,  and the contro ller  shal l  have the obl igation to 

erase personal  data without undue delay where one of the fol lowing grounds 

applies ,  as  long as the processing is  not  necessary:  

 

The personal  data are no longer necessary in  relat ion to  the purposes for 

which they were collected or  otherwise processed.  

The data subject  wi thdraws consent to  which the processing is based 

according to  point  (a)  of  Article 6(1) of the GDPR, or point  (a)  of Art icle 

9(2)  of  the GDPR, and where there is  no other  legal ground for  the 

processing.  

The data subject  objects to  the processing pursuant  to Art icle 21(1)  of  the 

GDPR and there are no overriding legit imate grounds for the processing, or 

the data subject  objects to  the processing pursuant to  Article 21(2) of the 

GDPR. 

The personal  data have been unlawfully processed.  

The personal  data must  be erased for  compliance with a legal  obl igation in 

Union or  Member State law to which the controller  is  subject .  

The personal  data have been collected in relation to the offer  of  information 

society services  referred to in  Article 8(1)  of the GDPR.  

If  one of the aforementioned reasons applies,  and a data subject  wishes to 

request  the erasure of  personal data stored by the Miekevermeire.be ,  he or 

she may,  at  any t ime,  contact  any employee of the controller.  An employee 

of  Miekevermeire.be  shall  promptly ensure that  the erasure request  is  

complied with immediately.  

 

Where the controller has made personal  data public and is  obliged pursuant  



to  Article 17(1)  to  erase the personal data,  the controller ,  taking account  of  

available technology and the cost  of  implementation, shall  take reasonable 

s teps ,  including technical  measures,  to inform other controllers  processing 

the personal  data that  the  data subject  has  requested erasure by such 

control lers  of  any l inks to ,  or copy or  replication of ,  those personal data,  as  

far  as processing is  not required. An employees of the Miekevermeire.be  

will  arrange the necessary measures in  individual  cases.  

 

e)  Right of  restriction of processing  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

obtain from the controller  rest r ict ion of processing where one of  the 

following appl ies:  

 

The accuracy of the personal  data is  contested by the data subject ,  for a  

period enabling the control ler to  verify the accuracy of  the personal data.  

The processing is unlawful  and the data subject  opposes  the erasure of the 

personal  data and requests instead the rest rict ion of  their use instead.  

The control ler  no longer needs the personal  data for  the purposes of the 

processing,  but  they are required by the data subject  for the establishment,  

exercise or  defence of  legal  claims.  

The data subject  has objected to processing pursuant to  Article 21(1)  of the 

GDPR pending the veri fication whether  the legi t imate grounds of the 

control ler override those of the data subject .  

If  one of the aforementioned conditions is  met ,  and a data subject  wishes to  

request  the rest rict ion of  the processing of  personal  data stored by the 

Miekevermeire.be,  he or  she may at  any t ime contact  any employee of  the 

control ler.  The employee of  the Miekevermeire.be  will  arrange the 

rest rict ion of  the processing.  

 

f )  Right to data portabil i ty  

Each data subject  shal l  have the r ight  granted by the European legislator ,  to  

receive the personal data concerning him or her ,  which was provided to  a 

control ler,  in a  s t ructured,  commonly used and machine -readable format.  He 

or  she shal l  have the r ight  to  t ransmit  those data to  another control ler 

wi thout hindrance from the control ler to  which the personal data have been 

provided, as long as the processing is  based on consent  pursuant to  point  (a)  

of  Article 6(1)  of  the GDPR or point  (a) of  Article 9(2)  of  the GDPR, or on 

a contract  pursuant  to  point  (b) of Art icle 6(1) of the GDPR, and the 

processing is  carr ied out  b y automated means, as long as  the processing is  

not necessary for  the performance of  a task carr ied out  in  the public interest  

or  in  the exercise of official  authority vested in  the control ler .  

 

Furthermore, in  exercising his  or  her right  to  data portabil i ty  pursuant  to 

Article 20(1) of  the GDPR, the data subject  shal l  have the r ight to  have 

personal  data t ransmitted direct ly  from one controller to  another ,  where 

technical ly  feasible and when doing so does not  adversely affect  the r ights 

and freedoms of others .  



 

In  order  to assert  the r ight  to data portabil i ty,  the data subject  may at  any 

t ime contact  any employee of  the Miekevermeire.be .  

 

g)  Right to object  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

object ,  on grounds relating to his or her part icular  si tuation, at  any t ime,  to 

processing of personal  data concerning him or her,  which is based on point  

(e)  or (f)  of  Article 6(1)  of  the GDPR. This  also applies  to  profil ing based 

on these provis ions.  

 

The Miekevermeire.be  shall  no longer process the personal  data in the event  

of  the object ion, unless  we can demonstrate compelling legit imate grounds 

for  the processing which override the interests ,  r ights and freedoms of  the 

data subject ,  or  for  the establishment,  exercise or defence o f  legal  claims.  

 

If  the Miekevermeire.be  processes  personal  data for  direct  marketing 

purposes ,  the data subject  shall  have the r ight  to  object  at  any t ime to 

processing of personal  data concerning him or her for such marketing. This 

applies  to profil ing t o  the extent that  i t  is  related to such direct  marketing.  

If  the data subject  objects to  the Miekevermeire.be  to  the processing for  

direct  marketing purposes ,  the Miekevermeire.be  will  no longer process  the 

personal  data for these purposes .  

 

In  addit ion,  the data subject  has the right ,  on grounds relating to  his  or  her  

part icular  si tuation, to  object  to  processing of  personal  data concerning him 

or her by the Miekevermeire.be  for  scienti f ic or historical  research 

purposes ,  or for stat ist ical  purposes pursua nt to  Article 89(1) of  the GDPR, 

unless the processing is  necessary for the performance of  a task carr ied out  

for  reasons of  public interest .  

 

In  order  to exercise the r ight  to object ,  the data subject  may contact  any 

employee of  the Miekevermeire.be .  In  addit ion,  the data subject  is  free in 

the context  of  the use of  information society services,  and notwithstanding 

Direct ive 2002/58/EC, to  use his  or  her  r ight to  object  by automated means 

using technical  specif ications.  

 

h)  Automated individual decis ion -making,  including profil ing  

Each data subject  shal l  have the r ight  granted by the European legislator  

not to  be subject  to a  decision based solely on automated processing, 

including profil ing,  which produces legal  effects concerning him or her ,  or  

s imilarly significantly affects  him or her,  as long as  the decis ion (1)  is  not 

is  necessary for  entering into,  or the performance of ,  a contract  between the 

data subject  and a data control ler ,  or  (2) is  not authorised by Union or 

Member State law to which the contro l ler  is  subject  and which also lays 

down suitable measures  to safeguard the data subject ' s  r ights and freedoms 

and legit imate interests ,  or  (3)  is  not based on the data subject 's  explici t  



consent.  

 

If  the decis ion (1) is  necessary for  entering into,  or  the performance of,  a  

contract  between the data subject  and a data control ler ,  or  (2) i t  i s  based on 

the data subject 's  explicit  consent ,  the Miekevermeire.be shal l  implement 

sui table measures  to safeguard the data subject ' s  r ights and freedoms and 

legi t imate interests,  at  least  the right  to obtain human intervention on the 

part  of the control ler ,  to  express his or her  point  of  view and contest  the 

decis ion.  

 

If  the data subject  wishes to  exercise the r ights concerning automated 

individual  decis ion-making,  he or  she may,  at  any t ime,  contact  any 

employee of  the Miekevermeire.be .  

 

i )  Right to withdraw data protection consent  

Each data subject  shal l  have the r ight  granted by the European legislator  to 

withdraw his  or  her consent to  processing of his or her personal  data at  any 

t ime.  

 

If  the data subject  wishes to  exercise the r ight  to  withdraw the consent ,  he 

or  she may,  at  any t ime,  contact  any employee of the Miekevermeire.be .  

 

11. Data protection provisions about the application and use of 

Facebook  

On this website ,  the control ler has  integrated components of the enterprise 

Facebook.  Facebook is  a  social  network.  

 

A social  network is  a  place for  social  meet ings on the Internet ,  an onl ine 

community,  which usual ly al lows users to  communicate with each other  and 

interact  in  a virtual  space. A social  network may serve as  a plat form for  the 

exchange of  opinions and exper iences ,  or  enable the Internet community to  

provide personal or business -related informat ion.  Facebook al lows social  

network users to  include the creation of  private profiles ,  upload photos ,  and 

network through friend requests .  

 

The operat ing company of  Facebook is Facebook,  Inc. ,  1  Hacker Way,  

Menlo Park, CA 94025, United States .  If  a  person l ives outs ide of the 

United States or Canada,  the controller is  the Facebook Ireland Ltd. ,  4 

Grand Canal Square,  Grand Canal  Harbour,  Dublin  2,  Ireland.  

 

With each cal l -up to one of the individual  pages of this  Internet website ,  

which is operated by the control ler and into which a Facebook component 

(Facebook plug-ins) was integrated, the web browser on the information 

technology system of the data subject  is  automatically prompted to  

download display of the corresponding Facebook component  from Facebook 

through the Facebook component.  An overview of all  t he Facebook Plug-ins  

may be accessed under ht tps: / /developers. facebook.com/docs/plugins/ .  



During the course of this  technical  procedure,  Facebook is  made aware of 

what specific  sub-site  of  our websi te was visi ted by the data subject .  

 

If  the data subject  is  logged in at  the same t ime on Facebook,  Facebook 

detects with every cal l -up to  our website  by the data subject —and for the 

enti re durat ion of their  s tay on our Internet  si te —which specif ic sub -site  of  

our Internet  page was visi ted by  the data subject .  This  information is 

collected through the Facebook component  and associated with the 

respect ive Facebook account of the data subject .  If  the data subject  cl icks  

on one of  the Facebook buttons integrated into our website,  e .g .  the "Like" 

button, or i f  the data subject  submits a  comment ,  then Facebook matches 

this informat ion with the personal  Face book user  account  of  the data 

subject  and s tores  the personal  data.  

 

Facebook always receives ,  through the Facebook component ,  information 

about  a visi t  to  our websi te by the data subject ,  whenever the data subject  is  

logged in at  the same time on Facebook  during the t ime of the call -up to our 

websi te.  This occurs regardless of whether  the data subject  cl icks on the 

Facebook component  or  not.  If  such a t ransmission of  information to 

Facebook is  not  desirable for the data subject ,  then he or  she may prevent  

this by logging off from their Facebook account  before a call -up to  our 

websi te is  made.  

 

The data protection guidel ine published by Facebook, which is avai lable at  

https:/ /facebook.com/about/privacy/,  provides informat ion about  the 

collection, processing and use of  personal  data by Facebook.  In addit ion,  i t  

i s  explained there what  set t ing opt ions Facebook offers to  protect  the 

privacy of  the data subject .  In  addit ion,  di fferent configuration opt ions are 

made avai lable to  allow the el iminat ion of  data t rans mission to Facebook.  

These applicat ions may be used by the data subject  to  el iminate a data 

t ransmission to  Facebook.  

 

12. Data protection provisions about the application and use of Google 

Analytics  (with anonymization function)  

On this website ,  the control ler has  integrated the component of  Google 

Analytics (with the anonymizer function).  Google Analyt ics  is  a  web 

analytics service.  Web analytics is  the collection, gathering, and analysis  of  

data about the behavior of visi tors to  websi tes .  A web analysis service 

collects ,  inter  al ia,  data about the website  from which a person has come 

( the so-called referrer) ,  which sub -pages were vis i ted,  or  how often and for  

what duration a sub -page was viewed.  Web analytics are mainly used for the 

optimization of a  webs i te and in  order to carry out  a cost -benefi t  analysis  of  

Internet advertis ing.  

 

The operator of the Google Analyt ics  component  is  Google Inc. ,  1600 

Amphitheatre Pkwy, Mountain View, CA 94043 -1351,  United States .  

 



For the web analytics  through Google Analytics the control ler  uses  the 

applicat ion "_gat .  _anonymizeIp".  By means of  this application the IP 

address  of  the Internet  connection of the data subject  is  abridged by Google 

and anonymised when accessing our webs ites from a Member State of the 

European Union or  another  Contracting State to  the Agreement  on the 

European Economic Area.  

 

The purpose of the Google Analyt ics  component  is  to  analyse  the t raffic  on 

our website .  Google uses  the col lected data and informat ion, inter al ia ,  to  

evaluate the use of  our websi te and to provide onl ine reports,  which show 

the activi t ies  on our websites,  and to provide other  services concerning the 

use of  our Internet  si te for us .  

 

Google Analyt ics  places  a cookie on the information technology system of 

the data subject .  The defini t ion of  cookies  is  explained above.  With the 

sett ing of the cookie,  Google is  enabled to  analyse the use of our websi te.  

With each cal l -up to one of the individual  pages of this  Internet si te,  which 

is operated by the control ler and into which a Google Analyt ics  component  

was integrated,  the Internet browser on the informat ion technology system 

of the data subject  wi ll  automatical ly  submit  data through the Google 

Analytics component  for  the purpose of  online  advert is ing and the 

sett lement of commissions to Google.  During the course of this  technical  

procedure,  the enterprise Google gains  knowledge of personal  information,  

such as the IP address  of  the data subject ,  which serves Google,  inter  al ia,  

to  understand the origin of  visi tors and cl icks,  and subsequently create 

commission sett lements .  

 

The cookie is  used to  store personal information, such as  the access  t ime, 

the location from which the access was made,  and the frequency of  vis i ts  of 

our website  by the data subject .  With each visi t  to our Internet  si te,  such 

personal  data,  including the IP address of  the Internet  access  used by the 

data subject ,  wi ll  be t ransmitted to  Google in the United States  of America.  

These personal data are stored by Google in th e United States  of America.  

Google may pass these personal data collected through the technical  

procedure to thi rd part ies .  

 

The data subject  may,  as  s tated above,  prevent  the set t ing of cookies  

through our website  at  any t ime by means of a  corresponding adjustment  of  

the web browser used and thus permanent ly deny the sett ing of  cookies.  

Such an adjustment to  the Internet browse r used would also prevent  Google 

Analytics from set t ing a cookie on the information technology system of the 

data subject .  In  addit ion,  cookies already in use by Google Analytics may 

be deleted at  any t ime via a web browser or  other software programs.  

 

In  addit ion,  the data subject  has the possibi l i ty  of  objecting to  a collect ion 

of  data that  are generated by Google Analyt ics ,  which is  related to  the use 

of  this website ,  as wel l  as the processing of  this  data by Google and the 



chance to preclude any such.  For this purpose,  the data subject  must 

download a browser add -on under the l ink 

https:/ / tools .google.com/dlpage/gaoptout  and install  i t .  This browser add -on 

tells  Google Analyt ics  through a JavaScript ,  that  any data and inform at ion 

about  the visi ts  of  Internet pages may not  be t ransmitted to Google 

Analytics.  The instal lat ion of the browser add -ons is  considered an 

objection by Google.  If  the information technology system of the data 

subject  is  later  deleted,  formatted,  or  newl y installed,  then the data subject  

must reinstal l  the browser add -ons to disable Google Analytics .  If  the 

browser add-on was uninstal led by the data subject  or  any other  person who 

is at t ributable to  their  sphere of  competence,  or  is  disabled, i t  i s  possib le to  

execute the reinstallat ion or  reactivation of  the browser add -ons.  

 

Further  information and the applicable data protection provisions of  Google 

may be ret rieved under https:/ /www.google.com/int l /en/pol icies/privacy/ 

and under http: / /www.google.com/an alytics/ terms/us.html .  Google 

Analytics is  further explained under the following Link 

https:/ /www.google.com/analyt ics/ .  

 

13. Data protection provisions about the application and use of Google -

AdWords  

On this website ,  the control ler has  integrated Google AdWords. Google 

AdWords is  a  service for  Internet  advertising that  al lows the advertiser to  

place ads in  Google search engine resul ts  and the Google advertising 

network.  Google AdWords al lows an adverti ser to  pre-define specific  

keywords with the help of  wh ich an ad on Google 's  search resul ts  only then 

displayed,  when the user  ut i l izes  the search engine to ret r ieve a keyword -

relevant search result .  In  the Google Advert ising Network, the ads are 

dis t ributed on relevant  web pages using an automatic algorithm, taking into 

account  the previously defined keywords.  

 

The operat ing company of  Google AdWords is  Google Inc. ,  1600 

Amphitheatre Pkwy, Mountain View, CA 94043 -1351,  UNITED STATES.  

 

The purpose of Google AdWords is the promotion of  our websi te by the 

inclusion of  relevant advertising on the websi tes  of  thi rd part ies  and in  the 

search engine resul ts  of the search engine Google and an insert ion of thi rd -

party advert is ing on our websi te.  

 

If  a  data subject  reaches our websi te via a  Google ad, a  conversion cookie 

is  f i led on the information technology system of the data subject  through 

Google.  The definit ion of  cookies  is  explained above. A conversion cookie 

loses  i ts  val idity after  30 days and is  not  used to  identi fy the data subject .  

If  the cookie has not expire d,  the conversion cookie is  used to  check 

whether  certain sub -pages,  e.g ,  the shopping cart  from an onl ine shop 

system, were called up on our websi te.  Through the conversion cookie,  both 

Google and the controller  can understand whether  a person who reached  an 



AdWords ad on our websi te generated sales,  that  is ,  executed or  cancel led  a 

sale of goods.  

 

The data and informat ion col lected through the use of  the conversion cookie 

is  used by Google to create visi t  stat is t ics  for  our website .  These visi t  

s tat ist ics  are used in order to  determine the total  number of  users who have 

been served through AdWords a ds to ascertain the success  or failure of each 

AdWords ad and to optimize our AdWords ads in  the future.  Nei ther  our 

company nor other  Google AdWords advertisers  re ceive informat ion from 

Google that  could identi fy the data subject .  

 

The conversion cookie s tores personal information,  e.g .  the Internet pages 

vis i ted by the data subject .  Each t ime we visi t  our  Internet pages,  personal 

data,  including the IP address of the Internet access  used by the data 

subject ,  is  t ransmit ted to  Google  in  the United States of America.  These 

personal  data are s tored by Google in  the United States  of  America.  Google 

may pass  these personal data collected through the technical  procedure t o  

thi rd part ies .  

 

The data subject  may,  at  any t ime,  prevent  the sett ing of cookies  by our 

websi te,  as  s tated above, by means of a  corresponding set t ing of  the 

Internet browser used and thus permanent ly deny the sett ing of  cookies.  

Such a set t ing of  the Internet  browser used would also prevent  Google from 

placing a conversion cookie on the information techn ology system of the 

data subject .  In  addit ion,  a  cookie set  by Google AdWords may be deleted 

at  any t ime via the Internet browser or other software programs.  

 

The data subject  has a possibil i ty  of  object ing to  the interest -based 

advert isement of Google.  Th erefore,  the data subject  must  access  from each 

of  the browsers  in use the l ink www.google.de/set t ings/ads and set  the 

desired set t ings.  

 

Further  information and the applicable data protection provisions of  Google 

may be ret rieved under https:/ /www.google.com/int l /en/pol icies/privacy/.  

 

14. Data protection provisions about the application and use of 

Instagram  

On this website ,  the control ler has  integrated components of the service 

Instagram. Instagram is a  service that  may be qual if ied as  an audiovisual 

plat form, which al lows users  to share photos  and videos,  as wel l  as 

disseminate such data in other  social  networks.  

 

The operat ing company of  the services  offered by Instagram is Instagram 

LLC, 1 Hacker Way, Building 14 First  Floor,  Menlo Park,  CA, UNITED 

STATES. 

 

With each cal l -up to one of the individual  pages of this  Internet si te,  which 



i s  operated by the control ler and on which an Instagram component (Insta 

button) was integrated,  the Internet browser on the information technology 

system of the data subject  is  automatical ly  prompted to  the download of  a 

display of  the corresponding Instagram component of Instagram. During the 

course of this  technical  procedure,  Instagram becomes aware of  what  

specif ic sub-page of our websi te was visi ted by the data subject .  

 

If  the data subject  is  logged in at  the same t ime on Instagram, Instagram 

detects  with every cal l -up to  our website  by the data subject —and for the 

enti re durat ion of their  s tay on our Internet  si te —which specif ic sub -page 

of  our Internet  page was vis i ted by the data subject .  This informat ion is  

collected through the Instagram componen t  and is  associated with the 

respect ive Instagram account of the data subject .  If  the data subject  cl icks  

on one of  the Instagram but tons integrated on our website ,  then Instagram 

matches this  informat ion with the personal  Instagram user  account  of  the 

data subject  and stores  the personal  data.  

 

Instagram receives  information via the Instagram component that  the data 

subject  has  visi ted our websi te provided that  the data subject  is  logged in at  

Instagram at  the t ime of  the cal l  to  our websi te.  This occurs regardless of 

whether  the person cl icks on  the Instagram button or  not .  If  such a 

t ransmission of information to Instagram is not  desirable for  the data 

subject ,  then he or  she can prevent  this by logging off  from their  Instagram 

account  before a call -up to  our websi te is  made.  

 

Further  information and the applicable data protection provisions of  

Instagram may be ret r ieved under 

https:/ /help.instagram.com/155833707900388 and 

https:/ /www.instagram.com/about /legal/privacy/ .  

 

15. Data protection provisions about the application and use of 

Pinterest  

On this website ,  the control ler has  integrated components of Pinterest  Inc.  

Pinterest  is  a  so -called social  network. A social  network is  an Internet  

social  meeting place,  an online community that  al lows users  to  

communicate and interact  with each other  in  a vir tual  space. A social  

network may serve as  a  plat form for the exchange of  opinions and 

experiences,  or  al low the Internet community to  provide personal  or  

company-related informat ion.  Pinterest  enables  the users o f the social  

network to  publish,  inter  al ia ,  picture col lections and individual  pictures as 

wel l  as descript ions on virtual  pinboards (so -called pins) ,  which can then be 

shared by other  user 's  (so -called re-pins) or  commented on.  

 

The operat ing company of  Pinterest  is  Pinterest  Inc. ,  808 Brannan Street ,  

San Francisco,  CA 94103,  UNITED STATES.  

 

With each cal l -up to one of the individual  pages of this  Internet si te,  which 



i s  operated by the control ler and on which a Pinterest  component  (Pinterest  

plug-in) was integrated, the Internet  browser on the information technology 

system of the data subject  automatical ly prompted to  download through the 

respect ive Pinterest  component  a  display of  the corresponding Pinterest  

component.  Further  information on Pinterest  is  available under 

https:/ /pinterest .com/.  During the course of  this technical  procedure,  

Pinterest  gains knowledge of  what specif ic sub -page of  our websi te is  

vis i ted by the data subject .  

 

If  the data subject  is  logged in at  the same t ime on Pinterest ,  Pinterest  

detects with every cal l -up to  our website  by the data subject —and for the 

enti re durat ion of their  s tay on our Internet  si te —which specif ic sub -page 

of  our Internet  page was vis i ted by the data subject .  This informat ion is  

collected through the Pinterest  component  and associated with the 

respect ive Pinterest  account  of  the data subject .  If  the data subject  cl icks  on 

one of  the Pinterest  buttons,  integrated on our w ebsite ,  then Pinterest  

assigns this  informat ion to  the personal  Pinterest  user account  of  the data 

subject  and s tores  the personal  data.  

 

Pinterest  receives  information via the Pinterest  component that  the data 

subject  has  visi ted our websi te,  provided that  the data subject  is  logged in 

at  Pinterest  at  the t ime of  the call -up to our website .  This occurs  regardless 

of  whether  the person click s  on the Pinterest  component  or  not .  If  such a 

t ransmission of information to Pinterest  is  not  desirable for the data 

subject ,  then he or  she may prevent this  by logging off  from their  Pinterest  

account  before a call -up to  our websi te is  made.  

 

The data protection guidel ine published by Pinterest ,  which is  available 

under ht tps:/ /about.pinterest .com/privacy -policy, provides  information on 

the col lection,  processing and use of  personal  data by Pinterest .  

 

16. Data protection provisions about the application and use of YouTube  

On this website ,  the control ler has  integrated components of YouTube.  

YouTube is  an Internet  video portal  that  enables video publishers  to  set  

video clips  and other  users  free of  charge,  which also provides  free 

viewing, review and commenting on them. YouTube al lows you to publish 

al l  kinds of  videos,  so you can access  both full  movies  and TV broadcasts ,  

as  wel l  as music videos,  trai lers,  and videos made by users  via the Internet  

portal .  

 

The operat ing company of  YouTube is  YouTube,  LLC, 901 Cherry Ave.,  

San Bruno, CA 94066,  UNITED STATES. The YouTube,  LLC is  a  

subsidiary of  Google Inc. ,  1600 Amphitheatr e Pkwy,  Mountain View, CA 

94043-1351, UNITED STATES.  

 

With each cal l -up to one of the individual  pages of this  Internet si te,  which 

is operated by the control ler and on which a YouTube component  (YouTube 



video) was integrated,  the Internet browser on the informat ion technology 

system of the data subject  is  automatical ly  prompted to  download a display 

of  the corresponding YouTube component .  Further  information about  

YouTube may be obtained under ht tps:/ /www .youtube.com/yt /about/en/ .  

During the course of this  technical  procedure,  YouTube and Google gain 

knowledge of  what  specific  sub -page of  our website  was visi ted by the data 

subject .  

 

If  the data subject  is  logged in on YouTube,  YouTube recognizes with each  

cal l -up to  a sub-page that  contains  a YouTube video, which specif ic sub -

page of  our Internet  s i te  was visi ted by the data subject .  This information is 

collected by YouTube and Google and assigned to the respect ive YouTube 

account  of  the data subject .  

 

YouTube and Google will  receive information through the YouTube 

component that  the data subject  has  visi ted our websi te,  i f  the data subject  

at  the t ime of the cal l  to  our website  is  logged in on YouTube;  this occurs 

regardless  of  whether  the person clicks  on a YouTube video or  not.  If  such 

a t ransmission of  this  information to  YouTube and Google is  not  desirable 

for  the data subject ,  the delivery may be prevented i f  the data subject  logs 

off  from their  own YouTube account  before a call -up to our website  is  

made.  

 

YouTube's data protect ion provisions,  available at  

https:/ /www.google.com/intl /en/policies/privacy/ ,  provide informat ion 

about  the collection, processing and use of  personal data by YouTube and 

Google.  

The appl icable data protection provis ions of PayP al  may be ret r ieved under 

https:/ /www.paypal.com/us/webapps/mpp/ua/privacy -full .  

 

17. Data protection provisions about the application and use of Vimeo  

On this website ,  the control ler has  integrated components of Vimeo is an 

Internet video portal  that  enables  video publishers  to set  video clips  and 

other  users  free of charge, which also provides free viewing, review and 

commenting on them. Vimeo al lows yo u to publish all  kinds of  videos,  so 

you can access  both full  movies  and TV broadcasts ,  as wel l  as  music 

videos,  t rai lers ,  and videos made by users  via the Internet portal .  

 

The operat ing company and contact  of  Vimeo.com, Inc. ,  Attention: Data 

Protect ion Officer ,  555 West  18th Street ,  New York,  New York 10011,  

Privacy@vimeo.com .   

 

With each cal l -up to one of the individual  pages of this  Internet si te,  which 

is operated by the control ler and on which a Vimeo component  (Vimeo 

video) was integrated,  the Internet browser on the informat ion technology 

https://www.paypal.com/us/webapps/mpp/ua/privacy-full
mailto:privacy@vimeo.com


system of the data subject  is  automatical ly  prompted to  download a display 

of  the corresponding Vimeo component.  Further  information about  Vimeo 

may be obtained under ht tps: / /vimeo.com/privacy   .During the course of  this 

technical  procedure,  Vimeo and Google gain knowledge of  what specific  

sub-page of our website  was visi ted by the data subject .  

 

If  the data subject  is  logged in on Vimeo,  Vimeo recognizes  with each call -

up to a sub-page that  contains a Vimeo video,  which specific sub -page of  

our Internet  s i te  was visi ted by the data subject .  This informat ion is  

collected by Vimeo and Google and ass igned to the respective Vimeo 

account  of  the data subject .  

 

Vimeo and Google will  receive informat ion through the Vimeo component  

that  the data subject  has visi ted our website ,  i f  the data subject  at  the t ime 

of  the call  to our websi te is  logged in on Vimeo;  this  occurs regardless  of  

whether  the person cl icks on a Vimeo video or  not .  If  such a t ransmission 

of  this information to  Vimeo and Google is  not desirable for  the data 

subject ,  the delivery may be prevented i f the da ta subject  logs off  from 

their  own Vimeo account  before a call -up to  our website  is  made.  

 

Vimeo's  data protection provisions,  available at  ht tps: / /vimeo.com/privacy 

/ ,  provide information about the collection, processing and use of personal 

data by Vimeo and Google.  

 

 

18. Payment Method: Data protection provis ions about the use of  PayPal  

as  a payment processor  

On this website ,  the control ler has  integrated components of PayPal .  PayPal 

is  an onl ine payment service provider.  Payments  are processed via so -called 

PayPal  accounts ,  which represent  virtual  private or  business accounts.  

PayPal  is  also able to  process  vi rtual  payments  through credi t  cards  when a 

user  does not  have a PayPal account.  A PayPal  account  is  managed via an e -

mail  address,  which is why there are no cla ssic account  numbers .  PayPal  

makes i t  possible to  t r igger online payments  to  thi rd parties or  to  receive 

payments .  PayPal  also accepts  t rustee functions and offers  buyer protect ion 

services.  

 

The European operating company of PayPal is  PayPal (Europe) S.ŕ . r . l .  & 

Cie.  S .C.A.,  22-24 Boulevard Royal ,  2449 Luxembourg, Luxembourg.  

 

If  the data subject  chooses "PayPal"  as  the payment option in  the onl ine 

shop during the ordering process ,  we automatically  t ransmit  the data of  the 

data subject  to  PayPal .  By selecti ng this payment  opt ion,  the data subject  

agrees to  the t ransfer  of  personal  data required for  payment  processing.  

 

The personal  data t ransmit ted to PayPal is  usual ly  fi rst  name,  last  name,  

https://vimeo.com/privacy


address ,  email  address ,  IP  address,  telephone number,  mobi le phone 

number,  or other data necessary for  payment  processing.  The processing of  

the purchase contract  also requires such personal  data,  which are in  

connection with the respect ive order.  

 

The t ransmission of  the data is  aimed at  payment  processing and fraud 

prevention.  The controller  wil l  transfer  personal data to PayPal ,  in  

particular ,  if  a  legit imate interest  in the t ransmission is  given.  The personal  

data exchanged between PayPal  and the  control ler for the processing of the 

data will  be t ransmitted by PayPal to  economic credi t  agencies .  This 

t ransmission is  intended for ident i ty  and creditworthiness  checks.  

 

PayPal  wil l ,  i f  necessary, pass on personal  data to  affi l iates and service 

providers  or  subcontractors  to the extent that  this  is  necessary to  fulf i l  

contractual  obligations or for data to be processed in the order .  

 

The data subject  has the possibil i ty  to revoke consent for the handling of  

personal  data at  any t ime from PayPal .  A revocation shal l  not have any 

effect  on personal data which must be processed, used or t ransmit ted in 

accordance with (contractual)  payment  processing.  

 

The appl icable data protection provis ions of PayPal  may be ret r ieved under 

https:/ /www.paypal.com/us/webapps/mpp/ua/privacy -full .  

 

19. Payment Method: Data protection provis ions about the use of  Stripe 

as  a payment processor  

 

On this website ,  the control ler has  integrated components of Str ipe.  Stripe 

is  an onl ine payment service provider.  Payments  are processed via so -called 

Str ipe accounts,  which represent vir tual  private or business  accounts.  Str ipe 

is  also able to process  vi r tual  payments  through credit  cards when a user 

does not have a Stripe account .  A Str ipe account is  managed via an e -mail  

address ,  which is  why there are no classic account  numbers .  Str ipe makes i t  

possible to  t rigger  online payments  to  thi rd part ies  or  to  receive payments .  

Str ipe also accepts  trustee funct ions and offers  buyer protection services.  

 

The European operating company of Stripe is  Stripe Payments  Europe 

Limited (Ireland):  Data Controller located in  the EU C/O A&L Goodbody, 

Ifsc,  North Wall  Quay Dubl in 1. ,  Dublin 1,  Dublin,  Ireland.  

 

If  the data subject  chooses "Str ipe" as the payment option in  the onl ine 

shop during the ordering process ,  we automatically  t ransmit  the data of  the 

data subject  to  Str ipe.  By selecting this payment  option, the data subject  

agrees to  the t ransfer  of  person al  data required for  payment  processing.  

 

The personal  data t ransmit ted to Stripe is  usually  fi rs t  name, las t  name, 

address ,  email  address ,  IP  address,  telephone number,  mobi le phone 



number,  or other data necessary for  payment  processing.  The processing of  

the purchase contract  also requires such personal  data,  which are in  

connection with the respect ive order.  

 

The t ransmission of  the data is  aimed at  payment  processing and fraud 

prevention.  The controller  wil l  transfer  personal data to Stripe,  in  

particular ,  if  a  legit imate interest  in the t ransmission is  given.  The personal  

data exchanged between Stripe and the  control ler for the processing of the 

data will  be t ransmitted by Stripe to  economic credi t  agencies .  This 

t ransmission is  intended for ident i ty  and creditworthiness  checks.  

 

Str ipe will ,  i f  necessary, pass on personal  data to  affi l iates and service 

providers  or  subcontractors  to the extent that  this  is  necessary to  fulf i l  

contractual  obligations or for data to be processed in the order .  

 

The data subject  has the possibil i ty  to revoke consent for the handling of  

personal  data at  any t ime from Str ipe.  A revocat ion shall  not  have any 

effect  on personal data which must be processed, used or t ransmit ted in 

accordance with (contractual)  payment  processing.  

 

The appl icable data protection provis ions of Stripe may be ret r ieved under 

https  https:/ /stripe.com/en -gb-be/privacy#1-personal -data-that-we-

collect-and-how-we-use-and-share-i t  

 

S tr ipe generally  use and share Personal  Data of  End Customers  with 

Business  Users to  provide Business  Services as described below, as  well  as  

for  Str ipe’s own purposes  to secure,  improve and provide our Business 

Services ,  as  described below.  

•  Payments.  Stripe uses  your Transact ion Data to provide our Payments 

related Business  Services  to  Business Users ,  including to  process  

online payment t ransactions,  to  calculate applicable sales  tax,  to 

invoice and bil l ,  and to calculate their  revenue.  Learn More.  Str ipe 

may also use Personal  Data to provide and improve our Business 

Services .  

o  For payment t ransact ions,  your Personal Data is  shared with a 

number of  part ies  in connection with your t ransaction. Because 

Str ipe act  as  a service provider  or  processor,  Stripe shares  

Personal  Data to  enable the t ransaction. For example,  when you 

choose to use a payment  method for  the t ransact ion (e.g.  credit  

card,  debit  card,  buy now pay later ,  or  direct  debi t ),  your 

payment  method will  receive the Transact ion Data that  includes 

your Personal  Data.  Please review your payment  method’s 

privacy policy to learn more about how they use and share this 

information.  

o  The merchant you choose to do business with will  also receive 

Transaction Data that  includes your Personal  Data and the 

https://stripe.com/en-gb-be/privacy-center/legal


merchant may share that  Personal  Data with others.  Please 

review your merchant’s  privacy policy to  learn more.  

•  Other Financial  Services .  Some of our Business  Users use our 

Services  in  order to  offer  financial  services  to  you,  through Str ipe or  

i ts  financial  partners .  For example,  they may provide a card product 

that  enables you to purchase goods and services.  These cards  may 

carry the Str ipe brand,  bank partner  brand and/or  the brands of  

Business  Users.  In  addit ion to  any Transact ion Data Stripe may 

produce or  receive when these cards  are used for  purchases ,  Str ipe 

will  also receive and use your Personal  Data in order  to provide and 

manage these products.  Please also see the privacy pol icies  of  the 

Business  User and our bank partner,  i f  applicable,  associated with the 

f inancial  service (whose brands may be shown on the card) .  

•  Identity/Verification Services .  Stripe uses  Personal Data about your 

identi ty ,  including information provided by you and our service 

providers ,  to  perform veri ficat ion Services  for  Str ipe or  for  the 

Business  Users that  you are doing business  with and to  reduce fraud 

and enhance securi ty .  If  you provide a “selfie” along with an image of 

your identi ty  document ,  Stripe will  use technology to compare and 

calculate whether  they match and you can be veri fied.  Learn More .  

•  Fraud Detection Services .  Stripe uses  your Personal Data collected 

across  our Services  to  detect  and prevent  fraud against  us ,  our  

Business  Users and f inancial  partners  (e.g .  Stripe Radar),  including to 

detect  unauthorized log-ins using your online activity .  Stripe may 

provide Business  Users  (including card issuers  and others  involved in  

payment  processing act ivit ies) that  have requested our fraud Business  

Services  with Personal  Data about  you (including your at tempted 

t ransactions) so that  they can assess the associated fraud risk with a 

t ransaction. You can learn more about  how Stripe may use technology 

to assess  the fraud risk associated with an at tempted t ransact ion and 

what informat ion Str ipe may share with Business  Users about  such 

r isks here and here.  

•  Our Business Users  ( their Authorized Third Part ies) .  Stripe shares  

Personal  Data of End Customers  with their  respective Business  Users  

and with part ies  direct ly  authorized by those Business Users to 

receive Personal  Data.  This  includes sharing Personal  Data of End 

Customers  with Business Users when a Business  User author izes  a 

thi rd-party  appl ication provider  to access  i ts  Str ipe account  using 

Str ipe Connect .  For example,  when the Business  User uses  Identi ty 

Services  to  veri fy an End Customer’s identi ty ,  Stripe shares with the 

Business  User the information,  documents  or photos  provided by the 

End Customer to veri fy their identi ty .  The Business Users  you choose 

to  do business with may further share your Personal  Data to  thi rd 

parties they authorize.  Please review your merchant’s privacy policy 

to  learn more.  

https://support.stripe.com/questions/common-questions-about-stripe-identity
https://stripe.com/en-gb-be/docs/radar/reviews/risk-insights
https://stripe.com/en-gb-be/privacy-center/legal#radar-business-users


•  Advertis ing by Business Users .  If  you have begun a purchase,  Stripe 

shares  Personal  Data with that  Business User in  connection with our 

provision of  Services  and that  Business  User may use your Personal 

Data to market  and advert ise their  products  or  services.  Please review 

your merchant’s  privacy pol icy to learn more,  including your r ights to  

s top their use of your Personal Data for  market ing purposes .  Stripe do 

not use or  share End Customer Personal Data for  our market ing or  

advert is ing,  or  for  marketing and advertis ing by third parties who are 

not the Business  User with which y ou have t ransacted or  at tempted to  

t ransact.  Str ipe do not  sel l  the data of End Customers.  

•  More .  Please see below for informat ion about  addi t ional  ways in 

which Str ipe may use your Personal Data.  

 

Personal data we collect  

We col lect ,  process ,  store and use personal  data when you book a t icket to  

an event including your name,  address and email  address  together with 

payment  information.  We may also collect  personal  data that  you give to  us  

about  other  people if  you regis ter  t hem to attend an event .  You agree that  

you have noti fied any other person whose personal  data that  you provide to  

us  of  this privacy not ice and,  where necessary,  obtained their consent  so 

that  we can lawful ly process their  personal  data in  accordance with this  

policy.  

Al l  personal data that  you provide to  us  must be t rue,  complete and 

accurate.  If  you provide us  with inaccurate or  false data,  and we suspect  or  

identi fy fraud, we will  record this .  

You do not need to  provide us  with any personal  data to  view our event 

t icket shop.  However,  we may s ti l l  col lect  the informat ion set  under the 

Data we automatically  col lect  section of  this policy,  and  marketing 

communicat ions in accordance with the Market ing Communicat ions section 

of  this policy.  

When you contact  us  by email  or  post ,  we may keep a record of the 

correspondence and we may also record any telephone call  we have with 

you.  

Data we automatical ly collect  

When you visi t  our event  t icket shop,  we,  or third part ies  on our behalf,  

automatically col lect  and s tore information about your device and your 

act ivit ies.  This  information could include (a)  your computer  or  other  

device 's  unique ID number;  (b) technical  information about your device 

such as type of device,  web browser or  operat ing system; (c)  your 

preferences and set t ings such as  t ime zone and language;  and (d)  s tat ist ical  

data about your browsing actions and pat terns.  We col lect  this  information 

using cookies in  accordance with the Cookie section of this  policy and we 

use the informat ion we col lect  on an anonymous basis to  improve our event 

https://stripe.com/en-gb-be/privacy#2-more-ways-we-collect-use-and-share-personal-data


t icket shop,  our events  and the services  we provide, and for  analytical  and 

research purposes.  

We also allow advert isers and advert is ing networks to  collect  information 

about  your computer or  mobile device,  act ivit ies,  and geographic locat ion 

to  enable them to display targeted ads to you and provide us with 

anonymous information about  our users’ behaviour.  Again,  this takes place 

through the use of  cookies in  accordance with the Cookie sect ion of  this  

policy.  

Marketing Communications  

If  you opt  in to  receive marketing communications from us you consent  to 

the processing of  your data to  send you such communicat ions,  which may 

include newsletters ,  blog posts ,  surveys and information about  new events .  

We retain a record of  your consent .  

You can choose to  no longer receive marketing communicat ions by 

contacting us  at  miekevermeire9@gmail .com or cl icking unsubscribe from a 

market ing email .  If  you do unsubscribe to  market ing communicat ions,  i t  

may take up to 5 business  days for  your new preferences to take effect .  We 

shal l  therefore retain your personal data in our records for  market ing 

purposes  unt i l  you noti fy us  that  you no longer wish to  receive market ing 

emails from us.  

Lawful  processing of  your personal  data  

We will  use your personal data in  order  to  comply with our contractual  

obligation to  supply to you the t ickets  to  an event that  you have booked,  

including to contact  you with any informat ion relating to  the event ,  to 

deliver the event  to you in accordance with any requests  you make and that  

we agree to ,  and to  deal with any questions,  comments or complaints  you 

have in relation to the event.  

We may also use your personal data for  our legit imate interests ,  including 

dealing with any customer services you require,  enforcing the terms of any 

other  agreement between us ,  for regulatory and legal purposes  (for  example 

anti -money laundering),  for aud it  purposes  and to contact  you about  

changes to this  pol icy.  

Who do we share your data with?  

We may share your personal  data with any service providers,  sub -

contractors and agents that  we may appoint  to  perform funct ions on our 

behalf  and in accordance with our inst ruct ions,  including payment 

providers ,  event t icket ing providers ,  emai l  communicat i on providers ,  IT 

service providers,  accountants,  audi tors and lawyers .  

Under certain ci rcumstances we may have to  disclose your personal  data 

under applicable laws and/or regulat ions,  for  example,  as  part  of  anti -



money laundering processes  or  protect  a  thi rd party's  r ights,  property,  or  

safety.  

We may also share your personal  data in  connection with,  or  during 

negotiations of ,  any merger,  sale of assets ,  consol idation or  res t ructuring,  

f inancing, or acquis it ion of  al l  or  a portion of  our business  by or into 

another  company.  

Where we hold and process  your personal  data  

Some or all  of your personal  data may be stored or t ransferred outs ide of  

the European Union ( the EU) for any reason,  including for example,  i f  our  

email  server  is  located in  a country outs ide the EU or i f  any of  our service 

providers  or  their servers are based outside of the EU. We shal l  only 

t ransfer  your personal  data to  organisations that  have provided adequate 

safeguards in  respect  of  your personal data.  

Cookies 

A cookie is  a  smal l  text  f i le  containing a unique identi fication number that  

is  t ransferred ( through your browser)  from a website  to the hard drive of  

your computer.  The cookie identi fies your browser but  will  not let  a  websi te 

know any personal  data about  you,  such as  your name and/or address.  These 

f i les  are then used by websi tes  to ident i fy when users  revisi t  that  website .  

Our event  t icket shop uses cookies so that  we can recognise you when you 

return and personalise your set t ings and preferences.  Most  browsers  are 

ini t ial ly  set  up to  accept cookies .  You can change your browser sett ings 

ei ther  to noti fy you when you have rec eived a cookie,  or  to refuse to  accept 

cookies.  Please note that  our event t icket  shop may not operate efficient ly  

i f  you refuse to accept  cookies .  

We also use Google Analytics to  monitor how the event  t icket  shop is used.  

Google Analyt ics  col lects informat ion anonymously and generates reports  

detai l ing information such as the number of  visi ts  to the event  t icket  shop, 

where vis i tors  general ly  came from, how long they stayed on the event 

t icket shop,  and which pages they visi ted.  Google Analytics places  several  

persistent  cookies  on your computer 's  hard drive.  These do not collect  any 

personal  data.  If  you do not agree to  this you can disable pers is ten t cookies 

in  your browser.  This  will  prevent Google Analyt ics  from logging your 

vis i ts .  

Security 

We shall  process  your personal data in a manner that  ensures appropriate 

securi ty  of  the personal  data,  including protect ion against  unauthorised or  

unlawful  processing and against  accidental  loss ,  destruction or  damage,  

using appropriate technical  or organisat ional measures.  Al l  information you 

provide to  us is  s tored on our secure servers .  Any payment  transact ions are 

encrypted using SSL technology.  



Where we have given,  or  you have chosen a password, you are responsible 

for  keeping this  password confidential .  

However,  you acknowledge that  no system can be completely secure.  

Therefore,  al though we take these s teps to  secure your personal  data,  we do 

not promise that  your personal  data will  always remain completely secure.  

Your r ights  

You have the right to  obtain from us a copy of the personal  data that  we 

hold for  you,  and to  require us  to  correct  errors  in the personal  data i f  i t  is  

inaccurate or incomplete.  You also have the right at  any t ime to require that  

we delete your personal  d ata.  To exercise these r ights,  or  any other rights  

you may have under applicable laws, please contact  us at  

miekevermeire9@gmail .com. 

 

Please note,  we reserve the r ight  to charge an administ rative fee i f  your 

request  is  manifestly  unfounded or  excessive.  

If  you have any complaints in  relat ion to this  policy or otherwise in  relat ion 

to  our processing of your personal data,  you should contact  the UK 

supervisory authority:  the Information Commissioner,  see www.ico.org.uk.  

Our event  t icket shop may contain l inks to  other  si tes  of  interest .  Once you 

have used these l inks to  leave our event  t icket shop,  you should note that  

we do not have any control  over that  other  si te.  Therefore,  we cannot be 

responsible for the protect ion and privacy of any information which you 

provide whilst  vis i t ing such s i tes and such si tes are not  governed by this  

policy.  You should exercise caution and look at  the privacy policy 

applicable to  the si te  in question.  

Retention 

If  you register  with us ,  we shall  retain your personal  data unt i l  you close 

your account .  

If  you receive market ing communications from us,  we shal l  retain your 

personal  data unti l  you opt  out  of  receiving such communications.  

If  you have otherwise booked a t icket  with us or contacted us with a 

question or comment ,  we shal l  retain your personal data for  6  months 

following such contact  to respond to any further  queries you might  have.  

General  

If  any provision of  this  policy is  held by a court  of competent  jurisdiction 

to  be invalid or unenforceable,  then such provision shal l  be construed, as 

nearly as  possible,  to  reflect  the intentions of  the parties and all  other  

provisions shall  remain in  fu ll  force and effect .  

mailto:miekevermeire9@gmail.com


This  pol icy shal l  be governed by and construed in  accordance with the law 

of England and Wales ,  and you agree to submit to  the exclusive jurisdiction 

of  the English Courts .  

We may change the terms of  this policy from time to t ime.  You are 

responsible for regularly reviewing this  policy so that  you are aware of  any 

changes to i t .  If  you continue to  use our event  t icket shop after  the t ime we 

s tate the changes wil l  take effect ,  you will  have accepted the changes.  

 

 

21. Legal  basis for the processing  

Art .  6(1)  l i t .  a  GDPR serves  as  the legal basis for  processing operations for  

which we obtain consent  for  a  specific  processing purpose. If  the processing 

of  personal data is  necessary for  the performance of  a  contract  to which the 

data subject  is  party,  a s is  the case,  for  example,  when processing 

operat ions are necessary for the supply of  goods or  to  provide any other 

service,  the processing is based on Art icle 6(1) l i t .  b  GDPR. The same 

applies  to such processing oper at ions which are necessary for  carrying out  

pre-contractual  measures ,  for  example in  the case of  inquir ies  concerning 

our products or services.  Is  our company subject  to  a  legal obligat ion by 

which processing of personal  data is  required,  such as  for  the fulf i lment  of  

tax obligat ions,  the processing is  based on Art.  6(1)  l i t .  c GDPR. In rare 

cases ,  the processing of personal data may be necessary to protect  the vi tal  

interests of the data subject  or  of  another  natural  person. This  would be the 

case,  for  example,  i f  a  visi tor were injured in  our company and his  name,  

age,  health insurance data or other vital  information would have to  be 

passed on to  a doctor ,  hospital  or  other  thi rd party.  Then the processing 

would be based on Art .  6(1)  l i t .  d GDPR. Finally,  processing operat ions 

could be based on Art icle 6(1)  l i t .  f  GDPR. This legal basis  is  used for  

processing operations which are not  covered by any of  the abovementioned 

legal  grounds, i f  processing is  necessary for  the purposes  of  the legit imate 

interests pursued by our company or  by a thi rd party,  except where such 

interests are overridden by the interests or  fundamental  rights  and freedoms 

of  the data subject  which require protect ion of  personal  data.  Such 

processing operations are part icularly permissible  because they have been 

specif ically  mentioned by the European legis lator.  He considered that  a 

legi t imate interest  could be assumed i f  the data subject  is  a  cl ient of the 

control ler (Recital  47 Sentence 2 GDPR).  

 

 

 

22. Legal  basis for the processing  

Art .  6(1)  l i t .  a  GDPR serves  as  the legal basis for  processing operations for  

which we obtain consent  for  a  specific  processing purpose. If  the processing 

of  personal data is  necessary for  the performance of  a  contract  to which the 

data subject  is  party,  a s is  the case,  for  example,  when processing 

operat ions are necessary for the supply of  goods or  to  provide any other 



service,  the processing is based on Art icle 6(1) l i t .  b  GDPR. The same 

applies  to such processing operat ions which are necessary for  carrying out  

pre-contractual  measures ,  for  example in  the case of  inquir ies  concerning 

our products or services.  Is  our com pany subject  to  a  legal obligat ion by 

which processing of personal  data is  required,  such as  for  the fulf i lment  of  

tax obligat ions,  the processing is  based on Art.  6(1)  l i t .  c GDPR. In rare 

cases ,  the processing of personal data may be necessary to protect  the vi tal  

interests of the data subject  or  of  another  natural  person. This  would be the 

case,  for  example,  i f  a  visi tor were injured in  our company and his  name,  

age,  health insurance data or other vital  information would have to  be 

passed on to  a doctor ,  hospital  or  other  thi rd party.  Then the processing 

would be based on Art .  6(1)  l i t .  d GDPR. Finally,  processing operat ions 

could be based on Art icle 6(1)  l i t .  f  GDPR. This legal basis  is  used for  

processing operations which are not  covered by any of  the a bovementioned 

legal  grounds, i f  processing is  necessary for  the purposes  of  the legit imate 

interests pursued by our company or  by a thi rd party,  except where such 

interests are overridden by the interests or  fundamental  rights  and freedoms 

of  the data subject  which require protect ion of  personal  data.  Such 

processing operations are part icularly permissible because they have been 

specif ically  mentioned by the European legis lator.  He considered that  a 

legi t imate interest  could be assumed i f  the data subject  i s  a  cl ient of the 

control ler (Recital  47 Sentence 2 GDPR).  

 

23. The legitimate interests pursued by the controller or by a third 

party  

Where the processing of personal data is  based on Article 6(1)  l i t .  f  GDPR 

our legit imate interest  is  to carry out our business  in favour of  the well -

being of  all  our  employees and the shareholders .  

 

24. Period for which the personal data will  be stored  

The cri ter ia used to  determine the period of  s torage of personal  data is  the 

respect ive s tatutory retent ion period. After  e xpirat ion of that  period,  the 

corresponding data is  routinely deleted,  as  long as  i t  is  no longer necessary 

for  the fulf i lment  of the contract  or the init iat ion of a  contract .  

 

25. Provision of  personal  data as statutory or contractual requirement;  

Requirement necessary to enter into a contract; Obligation of the data 

subject to provide the personal  data; possible consequences of failure to 

provide such data  

We clari fy that  the provision of personal data is  part ly  required by law (e.g.  

tax regulat ions)  or  can also resul t  from contractual  provisions (e.g .  

information on the contractual  partner) .  Sometimes i t  may be necessary to  

conclude a contract  that  the data subject  provides us  with personal data,  

which must subsequently be processed by us .  The data subjec t  is ,  for  

example,  obliged to provide us  with personal data when our company signs 

a contract  with him or her.  The non -provis ion of  the personal  data would 

have the consequence that  the contract  wi th the data subject  could not  be 



concluded. Before personal data is  provided by the data subject ,  the data 

subject  must contact  any employee.  The employee clar if ies  to  the data 

subject  whether  the provision of  the personal  data is  required by law or 

contract  or is  necessary for  the conclu sion of  the contract ,  whether  there is  

an obligation to  provide the personal  data and the consequences of  non -

provision of  the personal  data.  

26. Existence of  automated decision -making  

As a responsible company, we do not  use automatic decision -making or  

profi l ing.  


